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ABSTRACT

Aim/Purpose The aim of this study is to determine the variables which affect the intention to use Near Field Communication (NFC)-enabled smart wearables (e.g., smartwatches, rings, wristbands) payments.

Background Despite the enormous potential of wearable payments, studies investigating the adoption of this technology are scarce.

Methodology This study extends the Technology Acceptance Model (TAM) with four additional variables (Perceived Security, Trust, Perceived Cost, and Attractiveness of Alternatives) to investigate behavioral intentions to adopt wearable payments. The moderating role of gender was also examined. Data collected from 311 Kuwaiti respondents were analyzed using Structural Equation Modeling (SEM) and multi-group analysis (MGA).

Contribution The research model provided in this study may be useful for academics and scholars conducting further research into m-payments adoption, specifically in the case of wearable payments where studies are scarce and still in the nascent stage; hence, addressing the gap in existing literature. Further, this study is the first to have specifically investigated wearable payments in the State of Kuwait; therefore, enriching Kuwaiti context literature.

Findings This study empirically demonstrated that behavioral intention to adopt wearable payments is mainly predicted by attractiveness of alternatives, perceived usefulness, perceived ease of use, perceived security and trust, while the role of perceived cost was found to be insignificant.
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RECOMMENDATIONS FOR PRACTITIONERS

This study draws attention to the importance of cognitive factors, such as perceived usefulness and ease of use, in inducing users’ behavioral intention to adopt wearable payments. As such, in the case of perceived usefulness, smart wearable devices manufacturers and banks enhance the functionalities and features of these devices, expand on the financial services provided through them, and maintain the availability, performance, effectiveness, and efficiency of these tools. In relation to ease of use, smart wearable devices should be designed with an easy to use, high quality and customizable user interface. The findings of this study demonstrated the influence of trust and perceived security in motivating users to adopt wearable payments. Hence, banks are advised to focus on a relationship based on trust, especially during the early stages of acceptance and adoption of wearable payments.

RECOMMENDATIONS FOR RESEARCHERS

The current study validated the role of attractiveness of alternatives, which was never examined in the context of wearable payments. This, in turn, provides a new dimension about a determinant factor considered by customers in predicting their behavioral intention to adopt wearable payments.

IMPACT ON SOCIETY

This study could be used in other countries to compare and verify the results. Additionally, the research model of this study could also be used to investigate other m-payments methods, such as m-wallets and P2P payments.

FUTURE RESEARCH

Future studies should investigate the proposed model in a cross-country and cross-cultural perspective with additional economic, environmental, and technological factors. Also, future research may conduct a longitudinal study to explain how temporal changes and usage experience affect users’ behavioral intentions to adopt wearable payments. Finally, while this study included both influencing factors and inhibiting factors, other factors such as social influence, perceived compatibility, personal innovativeness, mobility, and customization could be considered in future research.
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INTRODUCTION

The current revolution of financial technology, known as FinTech, and the wide penetration of mobile devices, such as smartphones, tablets, and smart wearable devices (e.g., smartwatches, rings, wristbands, etc.) (Lee et al., 2020), have transformed traditional payment methods from simply cash or credit card transactions into mobile payments (e.g., Choi et al., 2020; Lee et al., 2020; Liébana-Cabanillas et al., 2019; Patil et al., 2020). A mobile payment (m-payment) can be defined as any payment service carried out through a mobile device using wireless communication technologies (Singh et al., 2020). M-payment represents a type of payment for products and services, where mobile devices are used to complete exchange transactions between multiple stakeholders such as customers, merchants, or banks (Choi et al., 2020; Oliveira et al., 2016). M-payments are considered to be the next-generation payment methods (Choi et al., 2020), as they allow users to conduct and confirm electronic transactions in an efficient, effective, convenient, and fast way (e.g., Leong et al., 2020). The adoption of m-payments is increasing worldwide and is driving the growth in cashless payment transactions (Singh et al., 2020). It is estimated that there will be 1.31 billion m-payment transactions worldwide in 2023, up from 950 million users in 2019 (Statista, 2020), and it is forecasted that the transaction volume of m-payments will reach about 14 trillion US dollars in 2022, compared to 3.1 trillion US dollars in 2017 (Statista, 2021a). Given the spread of COVID-19, one can imagine that many more m-
payment transactions have been conducted due to the health and hygiene requirements mandated to avoid the handling of cash money.

The use of smart wearable devices, such as smartwatches, wristbands, health and fitness trackers, has been growing rapidly in the last five years (e.g., Ali & Li, 2019; Beh et al., 2019; Hew, 2017), and it is estimated that the market for smart wearable devices will continue to grow globally (Niknejad et al., 2020). Smart wearable devices “are making technology personal and effortless to use with the integration of wireless connectivity, advanced circuitry, and independent processing ability embedded into designs that are worn on a user's body” (Lee et al., 2020, p. 3). Similar to smartphones, smart wearable devices have interactive interfaces, touch screens, built-in NFC-enabled communication functions, and other functions (Park, 2020). Recently, the wide market penetration of smart wearable devices and the technological advancements of the Internet of Things (IoT) have enabled users to pay for products and services anywhere and anytime, introducing an emergent payment method known as wearable payment (Lee et al., 2020; Niknejad et al., 2020), which is considered as a form of m-payment (Lee et al., 2020). A wearable payment is defined as a form of contactless m-payment using a near field communication (NFC) technology enabled wearable device (Gerpott & Meinert, 2017). Lee et al. (2020) argued that “wearable payment serves as the next generation of mobile payment, [and it is] predicted to open up doors to more business opportunities in several different product categories” (p. 1). Yet, the market penetration rate for wearable payments is low, and research regarding the adoption of such payment methods is still in its infancy (Lee et al., 2020; Niknejad et al., 2020).

While the literature offers several research studies investigating the factors that influence users’ behavioral intention to adopt m-payments (e.g., Liébana-Cabanillas, Marinkovic, et al., 2018; Ramos de Luna et al., 2019; Singh et al., 2020), smart wearable devices in healthcare (e.g., Ali & Li, 2019; Sun & Rau, 2015; Tison et al., 2018) and fitness (e.g., Beh et al., 2019; Dehghani, 2018), studies investigating the adoption of wearable payments are scarce (Lee et al., 2020). Additionally, the majority of m-payment studies are focusing on countries such as UK, India, China, Malaysia, and USA (e.g., Lee et al., 2020; Patil et al., 2020). However, successful scenarios of m-payment adoption in general, and wearable payments in particular, cannot be directly used in different countries, due to the varying market constraints in terms of economic, infrastructural, social, and cultural aspects (Patil et al., 2020; Slade, Dwivedi, et al., 2014; Slade, Williams, et al., 2014). Hence, given the immense potential of wearable payments in both the financial and mobile sectors, this study aims at investigating the adoption of wearable payments in the State of Kuwait, a Middle Eastern developing country, by examining the factors that influence users’ behavioral intention to adopt such payment method.

This study is relevant to Kuwaiti academic literature, financial services, and the mobile industry for the following reasons. First, wearable payment is still in its infancy, where many Kuwaiti banks are spending large sums of money to encourage customers to use such technology (National Bank of Kuwait [NBK], 2020). Second, despite being a small market, “Kuwait has amongst the highest adoption rates of new technology and highest revenue per user for tech companies in the Middle East and North Africa region” (Global Finance, 2020). Third, in Kuwait, the penetration of mobile broadband in Kuwait is healthy at 66.8%, and mobile penetration stands at 146.6%, relatively higher than most developed countries and the world average of 64.5%. Furthermore, ownership of smartphones is also high at 99.7% of households, mobile network infrastructure is well developed, and 100% of land area and population is covered (Kuwait Foundation for the Advancement of Sciences [KFAS], 2019). Finally, during the Coronavirus (COVID-19) pandemic, the Kuwaiti government and banks promote the use of contactless m-payment and limit the use of cash to contain this outbreak and minimize its impact on the population at large. As such, the Kuwait population used wearable payments more frequently because of the real risk of getting infected and the paranoia of the situation.

The significance of this study is fivefold. First, this study aims to investigate users’ behavioral intention to adopt wearable payments in the State of Kuwait by using the Technology Acceptance Model (TAM) as its theory base; hence, addressing the gap that exists in wearable payments literature by
offering empirical evidence and theoretical supports on the main determinant factors and analyzing their influence on adoption. Second, examining the adoption of wearable payments in the State of Kuwait, where to date no similar research study has been conducted, is an important contribution. Third, while previous studies primarily investigated positive factors that influence users’ behavioral intention to adopt m-payments (e.g., Bailey et al., 2017; Chawla & Joshi, 2019; Hampshire, 2017; Lee et al., 2020; Zhao et al., 2019), inhibiting factors received little attention (e.g., Leong et al., 2020; Liu et al., 2019). However, inhibiting factors can play a vital role in preventing users from adopting a new technology (Hoehle et al., 2012). Consequently, Leong et al. (2020) and Liu et al. (2019) argued that researchers should pay more attention to these inhibiting factors. Consequently, this study includes both influencing factors (perceived usefulness, perceived ease of use, perceived security, and trust) and inhibiting factors (perceived cost and attractiveness of alternatives) in order to investigate users’ behavioral intention to adopt wearable payments. Fourth, while several m-payment studies investigated the moderating role of gender on behavioral intentions and reported contradicting as well as inconsistent results (e.g., Liébana-Cabanillas, Marinkovic, et al., 2018; Shao et al., 2019), to date, no study has investigated to what extent gender affects wearable payments adoption. Finally, this study aims at forming theoretical and practical guidance and recommendations for scholars and practitioners who are interested in wearable payments.

The remainder of this paper is organized as follows. The literature review is presented in the next section, followed by a discussion on the theoretical background, the conceptual model, and hypotheses development. The research methodology section presents the methods and data used in this study, followed by a section discussing the results and in-depth data analysis. Discussions and implications are explained in a following section. The last section presents the study conclusion, limitations, and future research.

**LITERATURE REVIEW**

**MOBILE PAYMENTS**

Mobile payments can be broadly classified into three main categories. The first category is person-to-person payment (P2P) uses a dedicated mobile device (Lara-Rubio et al., 2020). The second category is remote payments and in-store technologies such as mobile wallets (m-wallet) and quick response (QR) code (Liébana-Cabanillas et al., 2015; Singh et al., 2020). M-wallets (remote mobile payments) are technologies, such as an app, website or software, that need to be installed in a smart device (i.e., mobile phone, tablet, etc.) allowing customers to store money and conduct online transactions directly from their m-wallet without the need to be physically in a store. On the other hand, QR code (in-store) works through a few banking apps and store apps to integrate debit/credit card details (Singh et al., 2020). The third category is in-person m-payment or contactless payment (Slade, Dwivedi, et al., 2014). This type of m-payment works on near field communication (NFC) technology in which a transaction is done by establishing a connection between a mobile device and point of sale (POS) through radio waves (Sharma et al., 2019).

NFC technology enables transactions to be conducted merely by holding a mobile device within the range of the NFC terminal at a POS (e.g., Chen & Chang, 2013; Gerpott & Meinert, 2017). NFC can transfer data either in active or passive modes (Zhu & Chen, 2011) via a short-range high frequency wireless communication technology (Gerpott & Meinert, 2017). The operational distance under passive mode is 10 cm (Gerpott & Meinert, 2017), while the inactive mode is 20 cm (Chen & Chang, 2013). Given the short distance requirements, NFC is often referred to as ‘mere touch’, ‘proximity wave’, or ‘tap’ method of transfer and has become a popular method of exchange between mobile devices and POS (Ooi & Tan, 2016). According to Gerpott and Meinert (2017), there are three different methods in which NFC technology stores a customer’s banking information, including: (1) on the microchip of bank-issued NFC (credit or debit) cards or NFC labels; (2) on the customer’s identity module (SIM) or secure digital (SD) memory card; or (3) on a mobile device (e.g., tablet or
smartphone) (Ramos de Luna et al., 2019), or a smart wearable device (e.g. smartwatches, rings, wristbands) (Lee et al., 2020), the focus of this study, which stores this information in a so-called secure element (Gerpott & Meinert, 2017).

**Mobile Payment Adoption Research**

The extant m-payments literature confirmed that various research studies have been conducted in different countries; for example, USA (e.g. Zhang & Mao, 2020), UK (Slade, Williams, et al., 2014), Germany (Gerpott & Meinert, 2017), Japan (Amoroso & Magnier-Watanabe, 2012), France (De Kerviler et al., 2016), China (Su et al., 2018; Zhou, 2014), Indonesia (Widodo et al., 2019), Malaysia (Lee et al., 2020; Leong et al., 2020; Tang et al., 2014), Oman (Sharma et al., 2018), India (e.g. Singh et al., 2020), Brazil (Ramos de Luna et al., 2016), South-Africa (Matemba & Li, 2018), and South Korea (Choi et al., 2020). However, in a recent systematic review about digital payments and banking adoption research, Alkhowaiter (2020) reported that researchers have not examined the adoption of m-payments in the State of Kuwait, a Middle Eastern country.

While information systems (IS) researchers have used various models and theoretical frameworks to investigate determinant factors that influence users’ behavioral intention to adopt a new technology, such as the Theory of Reasoned Action (TRA) by Ajzen and Fishbein (1977), Theory of Planned Behavior (TPB) by Ajzen (1991), Innovation Diffusion Theory (IDT) by Moore and Benbasat (1991), Social Cognitive Theory (SCT) by Compeau et al. (1999), Diffusion of Innovation Theory (DOI) by Rogers (2003), the Technology Acceptance Model (TAM) by Davis (1989), the Unified Theory of Acceptance and Use of Technology (UTAUT) and its extension (UTAUT2) by Venkatesh et al. (2003, 2012), in the context of mobile technologies, TAM and UTAUT/UTAUT2 are the most utilized models to assess individuals’ behavioral intentions (Chhonker et al., 2018; Patil et al., 2020).

In the m-payment context, researchers (e.g., Alaeddin et al., 2018; Kalinic et al., 2019a; Liébana-Cabañillas et al., 2014b, 2017; Matemba & Li, 2018; Ramos de Luna et al., 2016; Su et al., 2018; Zhao et al., 2019) have used TAM. UTAUT/UTAUT2 were used by other researchers (e.g., Gupta & Arora, 2019; Madan & Yadav, 2016; Oliveira et al., 2016; Shaw, 2015; Slade, Dwivedi, et al., 2014; Wang & Yi, 2012; Widodo et al., 2019). Though other studies (e.g., Chawla & Joshi, 2019; Khalilzadeh et al., 2017; Koenig-Lewis et al., 2015; Singh & Sinha, 2020) have combined TAM and UTAUT to investigate individuals’ behavioral intention to adopt m-payments.

In NFC-enabled m-payment context, Leong et al. (2013) developed a model, by extending TAM with constructs from psychological science, trust-based and behavioral control theories, to investigate the factors influencing the adoption of NFC-enabled m-payments. Their results confirmed that there is a significant and direct relationship between both perceived ease of use and perceived usefulness on the intention to use such a technology, while other variables such as trust and personal innovativeness in information technology (PIIT) have significant indirect effects on the intention to use. The authors also reported that variables such as trust and PIIT have a significant direct effect on perceived ease of use and perceived usefulness. Slade, Dwivedi, et al. (2014) extended the UTAUT2 with trust and risk constructs to determine the factors affecting the adoption of NFC mobile payments and compared the original UTAUT model with the extended model. The findings revealed that the extended model explains more variance in behavioral intentions among UK consumers, but performance expectancy was the strongest predictor in both models. Tan et al. (2014) combined TAM, psychological science constructs and financial related risk to study the intention to adopt the NFC mobile credit card. Their empirical study confirmed the applicability of the combined model and concluded that finance-related risk is insignificant.

Taking into consideration the theoretical backgrounds of innovation diffusion and specific characteristics of NFC m-payments, Pham and Ho (2015) proposed a research framework to provide an understanding of factors facilitating or impeding the adoption of NFC-based m-payments among Taiwanese consumers. The results revealed that intention to adopt NFC m-payments is affected by
product-related factors (perceived usefulness, compatibility, perceived risk, and trialability), personal-related factors (personal innovativeness and absorptive capacity), and attractiveness of alternatives. However, perceived cost, perceived ease of use and trust were found insignificant. Balachandran and Tan (2015) studied NFC m-payment based on a modified DOI theory. The authors integrated amount of information, financial resources, and variety of services with relative advantage, complexity and compatibility from DOI. The study results found that only relative advantage is insignificant.

Morosan and DeFranco (2016) extended the UTAUT2 model to examine factors that motivate consumers to use NFC mobile payment systems in hotels. The authors added four constructs to the UTAUT2 model, namely, perceived security, system-related privacy, and general privacy. Their results found that performance expectancy was the highest predictor of intentions, while hedonic motivations, habit, and social influences have relatively lower effects. Additionally, the results confirmed that effort expectancy, general privacy and perceived security were not significant in predicting intention to use NFC payment systems. Cocosila and Trabelsi (2016) investigated consumer adoption views on credit card contactless NFC payments with smartphones. The study findings indicated that the integrated value-risk perception is a significant factor of adoption with smartphones having utilitarian and enjoyment values as the main user motivators, and psychological and privacy risks as the most important deterrents. On the other hand, Ooi and Tan (2016) proposed a new mobile technology acceptance model (MTAM) to investigate users’ behavioral intention to adopt NFC-enabled smartphones credit card. The model consists of mobile usefulness (MU) and mobile ease of use (MEU). In anticipating the complexity that exists in the mobile environment, additional mobile constructs, namely, mobile perceived security risk (MPSR), mobile perceived trust (MPT), mobile perceived compatibility (MPC) and mobile perceived financial resources (MPFR), were incorporated into the MTAM. While the model confirms the role of MU in MTAM, MEU was found to be insignificant. Additionally, the results from the extended model showed that MPT and MPC were significant in influencing users’ behavioral intention to adopt smartphones credit card, while MPFR and MPSR were insignificant.

Ramos de Luna et al. (2017) investigated the acceptance of NFC technology for payment through mobile. The results show that attitude, personal innovation in IT, and perceived usefulness, are determinants of future intention to use the NFC technology for payments in Brazil. Liébana-Cabanillas et al. (2017) integrated variables of TAM (i.e., perceived usefulness, perceived ease of use, and attitude) with subjective norms and perceived security to investigate consumers’ behavioral intention to adopt SMS and NFC mobile payment systems. The findings showed that perceived usefulness, perceived ease of use, subjective norms, and perceived security are key factors in influencing behavioral intention; however, attitude was the most important determinate factor that influenced users’ intention to adopt these payment methods. Khalilzadeh et al. (2017) combined TAM and UTAUT to examine the determinants of NFC based m-payment acceptance in the restaurant industry. The study results indicated strong evidence of the effects of risk, security, and trust on customers’ intentions to use NFC-enabled m-payment. In addition, considering the total effect, attitude, security, and risk have the most substantial impact on customers’ behavioral intentions. The study results also demonstrated that risk, security, and trust are also important determinants with direct and indirect impacts of other critical constructs (i.e., effort expectancy, hedonic and utilitarian performance expectancy, attitude, and intention). Liébana-Cabanillas et al. (2019) analyzed the status of NFC m-payments in public transportation as well as the factors that affect users’ intentions to continue using such a technology. The results showed that satisfaction, service quality, effort expectancy, and perceived risk are determining factors of the continued intention to use this payment method. However, perceived trust, social value, and convenience were insignificant in influencing users’ satisfaction.

Zhao et al. (2019) extended TAM with financial incentives and perceived risk to investigate the factors which identified consumers’ intention to adopt NFC m-payments. Their study found that the availability of financial incentives did not have a direct effect on intention to adopt NFC m-payment; however, financial incentives indirectly affected consumers’ intention through perceived risk.
Esfahani and Ozturk (2019) studied the relationship between individual differences of customers and their intentions to use NFC-based m-payment in restaurants. The findings indicated that there are significant differences in customers’ intention to use NFC m-payment in restaurants for past experience, age and gender. However, education and income did not play a significant role in predicting behavioral intentions. Building upon the theory of reasoned action (TRA) and TAM, Zhang and Mao (2020) investigated the effects of consumer factors on behavioral intention to adopt NFC m-payment. The results showed that relative advantage, attitude, and subjective norms significantly affected individual behavioral intentions. Finally, Lee et al. (2020) integrated the Mobile Technology Acceptance Model (MTAM) (Ooi & Tan, 2016) with Fashion Theory (i.e., perceived aesthetics) and Technology Readiness Theory to examine the roles of perceived aesthetics, technology readiness, mobile usefulness and mobile ease of use on behavioral intention to adopt wearable payments. The study findings revealed that all variables were significant in determining users’ behavioral intention to adopt this payment method.

THEORETICAL BACKGROUND AND HYPOTHESES DEVELOPMENT

While different IS models and theoretical frameworks have been employed to explore an individual’s acceptance and adoption of a new technology, TAM is the most commonly employed model to explain an individual’s use and adoption of a particular technology (Driediger & Bhatiasevi, 2019), due to its robust characteristics.

THE CONCEPTUAL MODEL AND HYPOTHESES DEVELOPMENT

TAM is derived from the Theory of Reasoned Action (TRA) (Ajzen & Fishbein, 1977). The theory investigates the individual’s perceived usefulness (PU) and perceived ease of use (PEOU) toward a technology, which then determines the attitude (ATT) toward use, behavioral intention to use, and finally, the actual use of the technology (Davis, 1989; Venkatesh et al., 2003; Venkatesh & Davis, 2000). In other words, TAM states that PU and PEOU by users are the main factors that determine the attitude towards the adoption of a technology, and consequently determine intention to use resulting in the adoption of the technology (Davis et al., 1989). However, in their proposed extension of the model, Venkatesh and Davis (2000) removed attitude towards a given technology from the TAM, because of its weak prediction of both behavioral intention and actual system use (Driediger & Bhatiasevi, 2019). The decision to remove attitude was confirmed and supported by several other studies (e.g., Driediger & Bhatiasevi, 2019; Liébana-Cabanillas et al., 2019; Wu & Wang, 2005).

TAM was also criticized for not having sufficient explanatory and predictive ability in the use of technology (e.g., Chuttur, 2009; Legris et al., 2003; Wu et al., 2016). The model lacks necessary use and adoption aspects such as task-environment specific and social factors which are needed during the adoption phase of a technology (e.g., Benbasat & Barki, 2007). In fact, while TAM considers PU and PEOU as the most important factors in explaining system use and adoption (Driediger & Bhatiasevi, 2019; Legris et al., 2003), many researchers have expressed the need for additional factors to provide an even stronger model and to increase its predictive power (e.g., Driediger & Bhatiasevi, 2019; Kalinic et al., 2019b; Legris et al., 2003; Liébana-Cabanillas et al., 2019; Liébana-Cabanillas, Marinkovic, et al., 2018).

After reviewing existing technology adoption literature, the Technology Acceptance Model (TAM) was selected as the theory-base for this study, given: (1) it has been widely used as the primary theoretical model for understanding and investigating individuals’ adoption behavior of different new technologies (e.g. Chakraborty, 2020; Driediger & Bhatiasevi, 2019; Rabaa'i et al., 2015; Rabaa'i, 2016; Ramos de Luna et al., 2017; Zogheib et al., 2015a); (2) it focuses on the early adoption stage rather than the acceptance or rejection stages (e.g. Davis, 1989; Pham & Ho, 2015); and (3) it allows for augmentation to incorporate additional variables to capture aspects of adoption and increase its
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predictive power (e.g. Kalinic et al., 2019a; Lièbana-Cabanillas et al., 2019; Phonthanukitithaworn et al., 2016a). Consequently, this study employed the modified version of TAM, as suggested by Venkatesh and Davis (2000), and further extended the model with four additional variables, namely, trust, perceived cost, perceived security, and attractiveness of alternatives. The research model is depicted in Figure 1.

Figure 1. The research model

Perceived usefulness (PU)
Perceived usefulness, similar to performance expectancy in the UTAUT (Huang, 2019; Venkatesh et al., 2003), is defined as “the extent to which a person believes that using the system will enhance his or her job performance” (Venkatesh & Davis, 2000, p. 187). According to Phonthanukitithaworn et al. (2016a), perceived usefulness does not only assess the extrinsic characteristics of a technology, it also shows how such technology can help users to achieve task-related goals, such as being more efficient and effective in performing an activity. In this study, perceived usefulness is defined as the degree to which users believe that wearable payments are useful and convenient in paying for different products or services. Chuah et al. (2016) found that perceived usefulness as one of the most important factors that influence users’ behavioral intention to adopt smart wearable devices in Malaysia. Further, smart wearable devices have been developed to fulfill customers’ needs through one device in order to improve their performance (Gu et al., 2016; Park, 2020). As such, the advantages of using wearable payments are related to their characteristics, such as mobility, flexibility, efficiency, ubiquity, and personalization, which distinguish them from traditional payment methods (Bölen, 2020; Lee et al., 2020). Hence, the more users believe that wearable payments are useful, the higher their intention to adopt this payment method.

Perceived usefulness was found to be an important predictor of behavioral intentions in different research settings, including artificial intelligence in FinTech (Belanche et al., 2019), mobile food ordering applications (Alalwan, 2020), mobile banking (Alalwan et al., 2017), e-learning systems (Rabaa’i, 2016; Zogheib et al., 2015a), mobile shopping (Madan & Yadav, 2018), e-government (Rabaa’i et al., 2015; Rabaa’i, 2015; Rabaa’i, 2017b), m-payments (Gupta & Arora, 2019; Lièbana-Cabanillas, Muñoz-Leiva, & Sánchez-Fernández, 2018; Ramos de Luna et al., 2019), m-wallets (Sharma et al., 2018; Singh et al., 2020; Singh & Sinha, 2020; Rabaa’i, in press), peer-to-peer m-payment (Kalinic et al., 2019a), NFC m-payments (Zhao et al., 2019), and wearable payments (Lee et al., 2020). Therefore, the study proposes the following hypothesis:

**H1**: Perceived usefulness will have a positive effect on the intention to use wearable payments.
Perceived ease of use (PEOU)

Perceived ease of use, similar to effort expectancy in the UTAUT (Huang, 2019; Venkatesh et al., 2003), is defined as “the extent to which a person believes that using the system will be free of effort” (Venkatesh & Davis, 2000, p. 187). In general, customers are concerned about the extent to which using a new technology is easy and requires less effort (Alalwan et al., 2017; Okumus et al., 2018). Thus, perceived ease of use was found to be vital predictor in the early stages of new technology adoption (Alalwan, 2020; Chopdar et al., 2018; Okumus & Bilgihan, 2014). Perceived ease of use was found to be an important variable that shapes users’ behavioral intention to adopt smart wearable devices (Chuah et al., 2016). In this study, perceived ease of use is defined as the degree to which users believe that the effort required to learn and use wearable payments would be minimal. Wearable payments require users to follow certain procedures, such as activating the payment applications in the smart wearable device and holding their devices to the terminal as instructed to complete a payment (Lee et al., 2020). Further, the ease of use of smart wearable devices’ features will facilitate acquiring informative skills to use such a technology to make payments. As such, the easier the users believe wearable payments are to use, the higher their intention to adopt this payment method. While Lee et al. (2020) reported insignificant effect of ease of use on behavioral intention to adopt wearable payments, various studies confirmed the significant positive relationship between perceived ease of use and users’ behavioral intention in different technology contexts, such as in mobile grocery shopping (Chakraborty, 2020), mobile food ordering applications (Alalwan, 2020), mobile shopping (Tan & Ooi, 2018), fashion mobile applications (Soni et al., 2019), e-government (Rabaa’i et al., 2015; Rabaa’i, 2015; Rabaa’i, 2017b), m-payments (Gupta & Arora, 2019; Morosan & DeFranco, 2016; Slade, Williams, et al., 2014), smart wearable devices (Park, 2020), smartphone credit card adoption (Ooi & Tan, 2016), and NFC credit card payments (Tan et al., 2014). Consequently, the following hypothesis is proposed:

H2: Perceived ease of use will have a positive effect on the intention to use wearable payments.

Perceived security (PS)

Perceived security is defined as “a consumer’s feeling that his/her personal credentials will not be viewed, stored, or manipulated by unauthorized users when undertaking online transactions” (Chawla & Joshi, 2019, p. 1596). In m-payment contexts, perceived security refers to “the degree to which a customer believes that using a particular m-payment procedure will be secure” (Shin, 2009, p. 1346). Heinze et al. (2017, p. 368) argued that users’ payment concerns, when using mobile channels, were ultimately associated with perceived security, which refers to the “value to secure one’s own property”. M-payments, in general, raise greater security concerns than traditional payment methods (e.g., cash), as they involve storage and transfers of personal and financial information over a wireless communication environment (Chawla & Joshi, 2019; Ooi & Tan, 2016).

While Zupanovic (2015) asserted that that NFC-enabled devices allow users to experience safer transaction exchanges due to its better encryption of transacted data, data can be intercepted or stolen during any NFC transactions (Ooi & Tan, 2016). Thus, Hoy (2013) argued that NFC technology must be configured properly to avoid any misuse or attacks, and safety must be a priority in order for NFC applications to be successfully adopted (Grassie, 2007). In turn, perceived security became an important additional variable in the context of m-payments, as it can play a vital role in determining the decision of consumers whether to adopt a new innovative payment method such as wearable payment (e.g., Khalilzadeh et al., 2017; Ooi & Tan, 2016; Shin, 2009). In their study, Hoehle et al. (2012), found 63 studies out of 247 peer-reviewed articles stating that security was a major factor influencing consumers’ intention to use the electronic banking systems. For instance, security breaches were considered to significantly prevent consumers from providing sensitive information online (Merhi et al., 2019). Hence, perceived security is expected to affect behavioral intentions directly. As such, it was added to the proposed research model. Prior studies found perceived security as a significant factor in mobile shopping (Huseynov & Özkan Yıldırım, 2019), m-banking adoption
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(Changchit et al., 2020), and m-payments (e.g., Chawla & Joshi, 2019; Oliveira et al., 2016; Sharma et al., 2019). Accordingly, the following hypothesis is posited:

**H3**: Perceived security will have a positive effect on the intention to use wearable payments.

**Trust (TR)**

Due to the high degree of uncertainty associated with m-payments in general, trust becomes an important factor for a person to obtain confidence in an exchange partner (Zhou, 2012), and represents a catalyst for exchange relationships between buyers and sellers (Malaquias & Hwang, 2016; Wang et al., 2015). In fact, when customers perceive a technological platform as a trustworthy system, their intentions to use such platform will be enhanced (Shao et al., 2019). Shareef et al. (2018) stated that numerous studies have identified that trust has a more important role in transaction behavior, like accepting and adopting wearable payments, than traditional behavior, like traditional banking transactions. According to Choudrie et al. (2018), trust often includes three beliefs: ability, integrity and benevolence. Ability is defined as service providers having the knowledge and ability necessary to fulfill their tasks. Integrity means that service providers keep their promises and do not deceive users. Benevolence means that service providers are concerned with users’ interests, not just their own benefits. Similarly, Shareef et al. (2018) defined trust as the degree to which users have attitudinal confidence for reliability, credibility, safety, and integrity of m-payment service providers from the technical, organizational, and social standpoints.

Trust can also be segmented into initial trust and experiential trust (Kim et al., 2009) and these two aspects of trust are influenced by different factors (Hampshire, 2017). However, a consumer’s initial trust plays a critical role in accepting and adopting a new technology, such as wearable payments (Hampshire, 2017; Kim & Prabhakar, 2004). In a dynamic online environment, where wearable payments exist, if trust is not present, there is no adoption and no use of such services (Zhou, 2012, 2013). Therefore, wearable payments service providers are advised to focus on a relationship based on trust during the early stages of acceptance and adoption of such technology in order to facilitate users’ behavioral intention (e.g., Shareef et al., 2018; Sharma & Sharma, 2019; Singh et al., 2020). Furthermore, while users always prefer to have their privacy matters (e.g., phone numbers, passwords, shopping records and financial transactions) protected against any potential privacy risk, they are willing to disclose their personal data on digital platforms (like wearable payments) depending on the trust and confidence they have regarding the reliability and integrity of the service providers (Matemba & Li, 2018). In fact, the perceived levels of risk diminished and neutralized when trust exists between the parties involved in a technological transaction (Hampshire, 2017; Rouibah et al., 2016).

Yan et al. (2009) reported that trust in service providers has a direct impact on consumer intentions to use m-payment services associated with the purchase of music downloads in Malaysia. In Kuwait, the context of this study, Rouibah et al. (2016) reported that customers’ trust is the most important factor affecting customers’ intention to use electronic online payments among Kuwaiti citizens. Thereby, trust stands as an important factor in order to enhance users’ behavioral intention to use wearable payments. Prior studies confirmed the significant effect of trust on behavioral intention in m-payments (Liébana-Cabanillas, Marinkovic, et al., 2018), m-wallets (Chawla & Joshi, 2019; Singh & Sinha, 2020), peer-to-peer m-payment (Kalinic et al., 2019b), and mobile banking (Alalwan et al., 2017; Hanafizadeh et al., 2014). Consequently, the following hypothesis is proposed:

**H4**: Trust will have a positive effect on the intention to use wearable payments.

**Perceived cost (PC)**

In this study, perceived cost is defined as the extent to which an individual believes that using a wearable payment will cost money (Luarn & Lin, 2005). Using a wearable payment may lead customers to pay for additional resources, such as the cost of acquiring a smart wearable device (e.g., smartwatch, wristband, ring, etc.), the cost to maintain and upgrade it, and the transactional fees to use such a
payment method (Liu et al., 2019; Phonthanukitithaworn et al., 2016b). Therefore, users are expected to compare the cost of using a wearable payment with traditional payment methods such as cash or credit/debit cards. If the cost of using a wearable payment exceeds their expectations, they may consider such payment method as not cost-effective (Choi et al., 2020; Liu et al., 2019).

According to Tan et al. (2014), the high usage costs associated with using m-payment services, including communication and transaction fees, can potentially result in the underutilization of such services. Luarn and Lin (2005) and Hanafizadeh et al. (2014) confirmed that perceived cost is a significant factor influencing the adoption of mobile banking in Taiwan and Iran respectively. Zhou (2011) argued that perceived cost is an important variable that can negatively influence users’ behavioral intention to adopt m-payments. In the context of smart wearable devices, Park (2020) found that perceived cost negatively affects users’ behavioral intention. For instance, various studies suggested that perceived cost could be a major barrier to the adoption of new mobile technologies (e.g., Alalwan, 2020; Sobti, 2019). In m-payments context, while Tan et al. (2014) and Oliveira et al. (2016) found no significant relationship between perceived cost and behavioral intention to use NFC credit card payments and m-payments respectively, Slade, Dwivedi, et al. (2014) reported a significant effect of perceived cost on behavioral intention to adopt proximity m-payments. The effect of perceived cost on behavioral intention has been confirmed in different IS contexts, for example in interbank mobile payment services (Kapoor et al., 2015), m-payments (e.g., Balachandran & Tan, 2015; Phonthanukitithaworn et al., 2016b; Singh & Sinha, 2020), m-banking (Alalwan et al., 2017), and m-Government as well as e-Government adoption (Ahmad & Khalid, 2017; Dwivedi et al., 2017). As such, the more expensive users believe wearable payments are, the less willing they would be to use them. Thus, the following hypothesis is proposed:

**H5**: Perceived cost will have a negative effect on the intention to use wearable payments.

**Attractiveness of alternatives (AoA)**

Alternative attractiveness is conceptualized as the user’s estimate of the likely satisfaction available in an alternative relationship (Ping, 1993). Individuals’ commitment to a relationship should increase when they are satisfied with the relationship and/or when there are no good alternatives available (Ghazali et al., 2016). In other words, when a user perceives that alternatives are not different from their existing provider or does not perceive them as ‘any more attractive’ than their existing relationship, they tend to remain loyal to their existing provider (Patterson & Smith, 2003). Attractiveness of alternatives refers to “customer perceptions regarding the extent to which viable competing alternatives are available in the marketplace” (Jones et al., 2000, p. 262). In m-payments, behavioral intentions are affected by the presence of alternative technologies (Amoroso & Magnier-Watanabe, 2012; Pham & Ho, 2015). Given that wearable payments are still in their infancy, few alternatives may exist (e.g., cash and credit/debit cards). Thus, in the context of this study, attractiveness of alternatives refers to a user’s perception regarding the extent to which alternative payment methods are more attractive than wearable payments.

Jones et al. (2000) argued that when users perceive few viable alternatives, the perceived net benefit of defecting should be relatively low, and this in turn will result in higher levels of retention. However, users may decide to terminate the current relationship and look for a new provider if they perceive the alternative to be attractive due to the availability and satisfaction of better services, the availability of a full range of services, or lower cost and fees (Pham & Ho, 2015; Sharma & Patterson, 2000). Therefore, users are expected to compare wearable payments with alternative payment methods. If alternatives have a higher net benefit in making a payment compared to wearable payments, users are likely to choose and stay in the attractive alternatives. On the contrary, if alternative payment methods lack necessary appeal to attract and keep users’ loyalty, their behavioral intention to adopt wearable payments will be enhanced (Pham & Ho, 2015). Prior studies have confirmed the effect of attractiveness of alternatives on behavioral intention (e.g., Amoroso & Magnier-Watanabe, 2012; Kim et al., 2011; Pham & Ho, 2015). Based on the above discussion, the following hypothesis is posited:

**H5**: Perceived cost will have a negative effect on the intention to use wearable payments.
H6: Attractiveness of alternatives will have a negative effect on the intention to use wearable payments.

**The Moderating Role of Gender in Technology Adoption**

Findings of a recent meta-analysis confirmed that males hold more favorable attitudes towards technology than females do (Cai et al., 2017), suggesting gender differences in technology perceptions. Gender refers to the “social paradigm of getting to know men and women with specific physical characteristics such as individual values, attitudes, roles and behavior” (Hossain, 2019, p. 182). Researchers have explained gender differences in behavioral intentions to adopt a particular technology using the social role theory (Deng et al., 2010; Eagly et al., 2000), cognitive abilities (Stoet et al., 2013), and the gender role theory (Zhang et al., 2017). Wang (2010) argued that both males and females experience various roles experience, role conflict and role overload that guide their behavior. Sobieraj and Krämer (2020) attributed gender differences, regarding technology, to their gender roles and how they should behave. Males are inspired to be brave and independent while females follow the behavior to be more social, emotional, and caring of others (Zhang et al., 2017). Building on social cognitive theories, Kalinić et al. (2019a) asserted that the decision-making process differs among gender, as men are more outcome-oriented and focus on usefulness whereas women are more process-oriented and focus on security and privacy. In referencing the social role theory, Gentina and Rowe (2020) argued that females are more socially oriented when they use their smartphones, compared to males, who are not responsive to social relationship motives. In line with this reflection, Lim and Kumar (2019) found that females’ Internet use and behavior are primarily influenced by relationship maintenance and social connections, whereas males use the Internet mainly for task-oriented activities, such as information gathering. With respect to gender role, Selwyn (2007) suggested that certain technologies such as Email, e-learning and graphics are perceived as feminine technologies, while digital cameras, online banking, laptops, and digital music are perceived as masculine technologies.

The moderating role of gender has gained research attention as a factor that influences technology adoption in different contexts, such as food delivery applications (Okumus et al., 2018), mobile banking (Glavee-Geo et al., 2017), computer usage (Sobieraj & Krämer, 2020), mobile tourism applications (Tan & Ooi, 2018), web-based services (Arif et al., 2018), multimedia for e-learning (Park et al., 2019), smartphones (Baishya & Samalia, 2020; Gentina & Rowe, 2020), mobile health services (Alam et al., 2020), e-learning (Alghamdi et al., 2020; Zogheib et al., 2015b), and m-payments (e.g. Esfahani & Ozturk, 2019; Kalinić et al., 2019; Liu et al., 2019; Ramos de Luna et al., 2019). Nevertheless, compared to other factors, such as usage experience and age, the role of gender as a moderating variable has received less consideration in past technology adoption studies (Alam et al., 2020), has generally been avoided in behavioral research in the technology field (Gefen & Straub, 1997), and has been generally missing from most of the TAM-related research (Tan et al., 2014).

In reference to the original TAM, Gefen and Straub (1997) investigated the role of gender on the perception and on the adoption of email services. Their study results revealed that women are more influenced by the perceived usefulness and the perceived ease of use of email higher than men, and women’s adoption of e-mail is greater than men. Venkatesh and Morris (2000) found that men are driven by perceived usefulness, whereas women are more influenced by perceived ease of use and subjective norms. In the UTAUT, Venkatesh et al. (2003) argued that the effect of perceived usefulness on behavioral intention to use and accept a technology is moderated by gender where its effect is greater for men. Furthermore, in the UTAUT2, Venkatesh et al. (2012) reported a significant moderating of gender on behavioral intention to adopt mobile internet technology. In Kuwait, Rouibah (2007) studied motivational factors that influence users to adopt a new m-payment system known as M-net. The study results revealed that gender is an important factor affecting M-net adoption. It was found that males are influenced by perceived usefulness and enjoyment, while females are driven by enjoyment. Using quasi-experiments, Rouibah (2009) also investigated the factors that affect the adoption of M-net in Kuwait and found that gender and enjoyment have a moderation role on the
adoption decision. The results found that while enjoyment and perceived usefulness are strong predictors for males and females, the effect is stronger for males.

The moderating role of gender in the context of m-payments adoption is contradicting and inconsistent. While, for example, Liébana-Cabanillas et al. (2014a) reported a greater significant influence of perceived usefulness on behavioral intention to use mobile payments among men than among women, the influence of gender on the relationship between perceived usefulness and behavioral intention to use NFC-enabled mobile credit card was reported as insignificant (Leong et al., 2013; Tan et al., 2014). In another example, Shao et al. (2019) reported a significant moderating role of gender on trust and behavioral intention to adopt m-payments, yet Khalilzadeh et al. (2017) found gender to be insignificant in moderating the relationship between trust and behavioral intention to adopt NFC-based m-payment in the restaurant industry. Similarly, Sobti (2019) and Tan et al. (2014) reported insignificant moderating effect of gender on the relationship between perceived cost and perceived risk and behavioral intention to adopt m-payment services and NFC mobile credit card respectively.

Given the contradicting as well as inconsistent findings in the literature, and the fact that the moderating role of gender in the context of wearable payments was never assessed in prior research, there is not enough empirical evidence to clearly state hypotheses regarding gender differences. Therefore, this study will assess the moderating effect of gender in all the hypotheses of the proposed model.

**RESEARCH METHODOLOGY**

An empirical study was conducted with an objective to test the relationships between the constructs of the conceptual model depicted in Figure 1. To achieve this objective and to test the research hypotheses, a survey-based study was employed to collect the needed empirical data. This section describes the measurement items, pretesting, survey design and data collection, the study sample, and the demographic statistics.

**MEASUREMENT ITEMS**

To ensure the content validity and reliability of the measurement scales, all items selected for the constructs were adapted from previous studies and modified to fit the context of this study. As seen in Table 1, Perceived Usefulness (PU) and Perceived Ease of Use (PEOU) constructs were adapted from Davis (1989) and Venkatesh et al. (2012). Measurement scale for Trust (TR) was adapted from Slade, Dwivedi, et al. (2014). Perceived Security (PS) construct was adapted from Khalilzadeh et al. (2017). The items for Perceived Cost (PC) were adapted from Wei et al. (2009) and Phonthanukitithaworn et al. (2016b). Attractiveness of Alternatives (AoA) and Behavioral Intention (BI) were taken from Pham and Ho (2015) and Venkatesh et al. (2012) respectively. All measurement items were measured with a seven-point Likert scale, ranging from “strongly disagree” (1) to “strongly agree” (7).

<table>
<thead>
<tr>
<th>Constructs</th>
<th>Items</th>
<th>Sources</th>
</tr>
</thead>
<tbody>
<tr>
<td>Perceived Usefulness (PU)</td>
<td>PU1 Using a wearable payment can improve my efficiency in paying for different products/services PU2 Using a wearable payment can save me a lot of time PU3 Overall, I would find a wearable payment useful.</td>
<td>Davis (1989) and Venkatesh et al. (2012)</td>
</tr>
<tr>
<td>Perceived Ease of Use (PEOU)</td>
<td>PEOU1 A wearable payment is/might be easy to use. PEOU2 It is/might be easy to become skillful at using a wearable payment</td>
<td>Davis (1989) and Venkatesh et al. (2012)</td>
</tr>
</tbody>
</table>
### Constructs

#### PEOU
- **PEOU3**: It is/might be easy for me to follow the procedures when using a wearable payment.
- **PEOU4**: Overall, I believe that a wearable payment is/might be easy to use.

#### TR (Trust)
- **TR1**: I believe wearable payment service providers are trustworthy.
- **TR2**: I believe wearable payment service providers keep customers' interests in mind.
- **TR3**: I believe wearable payment service providers will do everything to secure the transactions for users.

#### PS (Perceived Security)
- **PS1**: I would feel totally safe providing sensitive information about myself when using a wearable payment.
- **PS2**: Wearable payments are secure means through which to send/use sensitive information.
- **PS3**: Overall, wearable payments are safe to transmit sensitive information.

#### PC (Perceived Cost)
- **PC1**: I believe that the transaction and communication fees for using a wearable payment will be high.
- **PC2**: I believe that the cost of acquiring, maintaining, and upgrading a smart wearable device, to be used for wearable payments, will be high.
- **PC3**: Overall, I believe that using a wearable payment will cost me a lot of money.

#### AoA (Attractiveness of Alternatives)
- **AoA1**: If I need to change payment services, there are other good services to choose from.
- **AoA2**: I would probably be happy with other payment methods than wearable payments.
- **AoA3**: Compared to wearable payments, there are other payment methods with which I would probably be equally or more satisfied.
- **AoA4**: Compared to wearable payments, there are not very many other payment methods with which I would probably be equally or more satisfied.

#### BI (Behavioral Intention)
- **BI1**: I intend to use a wearable payment in the future.
- **BI2**: I will always try to use a wearable payment in my daily life.
- **BI3**: I plan to use a wearable payment.

### Pretesting

Before proceeding with the data collection for this study, a pre-test and a pilot test were employed. In the pre-test, four expert academics were involved to verify the measurement scales, assess the suitability, relevance, readability of the questionnaire, and discuss possible changes to be implemented in the questions to clarify any ambiguity. Then, to ensure the adequacy as well as reliability of the measures and to avoid any confusion or misinterpretations of the survey questions, a pilot study was conducted before the main study. Twenty-two questionnaires were used for the pilot study. The
questionnaires were given to senior students at an American University in the State of Kuwait, who were asked to fill the given questionnaire and provide any comments or concerns. Noticeably, the vast majority of the respondents indicated that the questionnaire is easy, the language used was very clear and understandable, and did not require much time to be filled in. Cronbach's alpha was used to check the reliability of the constructs’ scale used. Values for all constructs were higher than 0.70 as suggested by Nunnally and Bernstein (1994).

**Survey Design and Data Collection**

The data collection took place in the State of Kuwait, a Middle Eastern developing country. A web-based survey, using Google Docs, was administered. The questionnaire was written in English (no Arabic to English back-translation was required) and designed to allow flexible time to be filled in to avoid the overclaim usage of the respondents (Alam et al., 2020). The questionnaire included three sections. In the first section, the motivation and purpose of the study were explained. To avoid potential biases, participants were: (1) informed that the participation in this study was voluntary and no rewards or incentives were offered (Alam et al., 2020; Podsakoff et al., 2003); (2) ensured that the confidentiality of the responses was maintained (Podsakoff et al., 2003), as no names or private personal details were collected and only aggregated results would be used and reported; and (3) they were also notified of their rights to withdraw from this study at any time (Alam et al., 2020). The second section contained demographic questions. Finally, the last section was devoted to the main constructs’ measurement items.

Data for this study were collected by sending WhatsApp and Instagram messages with a link to the online questionnaire to the first researcher contacts who was residing in Kuwait at that time, an email invitation with a link to the online questionnaire to students, alumni, faculty members and staff, at a private American university in the State of Kuwait, and all potential respondents were also asked to forward the invitation to their friends and relatives who reside in Kuwait. Also, people were invited randomly, outside university and academic context, to take part of this study.

**The Study Sample and Demographic Statistics**

Since the population size is unknown for this study, a convenience sampling method was used. The convenience sampling method is cost effective and has been widely accepted in Information System research (e.g., Alalwan, 2020; Alam et al., 2020) and m-payment context, in particular, (e.g., Alam et al., 2020; Sharma et al., 2019; Singh et al., 2020). A total of 311 questionnaires were collected. The demographic profiles of the respondents are provided in Table 2.

<table>
<thead>
<tr>
<th>Demographic variables</th>
<th>Frequency</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Gender</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Male</td>
<td>171</td>
<td>55.0%</td>
</tr>
<tr>
<td>Female</td>
<td>140</td>
<td>45.0%</td>
</tr>
<tr>
<td>Total</td>
<td>311</td>
<td>100.0%</td>
</tr>
<tr>
<td><strong>Age</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>&lt; 18 years</td>
<td>40</td>
<td>12.9%</td>
</tr>
<tr>
<td>18-25 years</td>
<td>80</td>
<td>25.7%</td>
</tr>
<tr>
<td>26-35 years</td>
<td>139</td>
<td>44.7%</td>
</tr>
<tr>
<td>&gt; 40 years</td>
<td>52</td>
<td>16.7%</td>
</tr>
<tr>
<td>Total</td>
<td>311</td>
<td>100.0%</td>
</tr>
<tr>
<td><strong>Education level</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>High school</td>
<td>22</td>
<td>7.1%</td>
</tr>
<tr>
<td>University student</td>
<td>98</td>
<td>31.5%</td>
</tr>
<tr>
<td>Bachelor</td>
<td>118</td>
<td>37.9%</td>
</tr>
<tr>
<td>Postgraduate</td>
<td>52</td>
<td>16.7%</td>
</tr>
<tr>
<td>Other</td>
<td>21</td>
<td>6.8%</td>
</tr>
<tr>
<td>Total</td>
<td>311</td>
<td>100.0%</td>
</tr>
</tbody>
</table>
More than half (55%) of the participants were male; accordingly, females accounted for 45% of participants. As for the age categories, the vast majority (44.7%) of respondents were within the age group of 26-35, with 25.7% in the age group of 18-25, and the smallest percentage (12.9%) in the group of those aged less than 18 years. In terms of educational level, holders of bachelor's degrees constituted the largest group in the current sample size, accounting for 37.9% of the total sample size, followed by those who are still university students (31.5%).

Regarding the monthly income, the largest part (38.3%) of the current sample was for those who have a monthly income level ranging from 500 to 1,000 KD; about 14.1% of current study participants reported having an income level higher than 2,000 KD. In relation to the experience in using smart wearable devices, most participants (49.5%) in the current study had 1-2 years’ experience with smart wearable devices, yet 44.7% of respondents had less than 1 year experience in using smart wearable devices to make payments. Finally, 37.3% of current study participants reported using smart wearable devices in making payments several times a year.

DATA ANALYSIS AND RESULTS

The research model of this study was analyzed using Partial Least Squares Structure Equation Modeling (PLS-SEM). PLS-SEM was used to assess and validate the contents of the proposed model and the hypothesized relationships among the constructs (e.g., Alam et al., 2020; Götz et al., 2010; Hair, Hollingsworth, et al., 2017; Rabaa‘i, Tate, Gable, 2015; Rabaa‘i & AlMaati, in press). In this section, model specification and evaluations, using SmartPLS 3.2.9 software (Ringle et al., 2015), is discussed, and partial least squares multi-group analysis (PLS-MGA), based on gender, is presented in a following section.
**MODEL SPECIFICATION**

Hair, Hollingsworth, et al. (2017) recommended that the first phase in PLS-SEM is to specify a path model that connects the measurement items with the constructs. The model specification is concerned with setting up the outer (i.e., measurement) model and the inner (i.e., structural) model. The outer model presents the relationships between the measurement items and constructs, while the inner model presents the relationships between the constructs. Figure 2 presents the model specification (measurement and structural models) of this study.

![Diagram of measurement and structural models](image)

**Figure 2. The measurement and structural models**

After specifying the research model, Anderson and Gerbing (1988) recommended a two-step approach to validate the model by: (1) assessing the outer (i.e. measurement) model, then (2) assessing the inner (i.e. structural) model. The two-step approach aims at establishing the reliability and the validity of the constructs before assessing the structural relationship of the research model (Alam et al., 2020; Hair, Hollingsworth, et al. 2017).

**Measurement model assessment**

Measurement model reliability is measured by utilizing both Cronbach’s alpha (CA) and composite reliability (CR) (Hair, Hollingsworth, et al., 2017). Table 3 shows that the CA and CR values for all the latent variables are above the threshold measurement of 0.7 and 0.85 respectively (Fornell & Larcker, 1981; Henseler et al., 2009, 2015). Hence, it is confirmed that all factors in the measurement model have adequate reliability.

| Items loading, p-value, Cronbach’s alpha, composite reliability, and AVE |
|-----------------------------|-----------------|-----------------|-----------------|-----------------|
| Items                      | Loading | p-value | Cronbach’s alpha | Composite reliability | AVE  |
| Perceived Ease of Use (PEOU) | 0.877   | 0.000   | 0.918            | 0.942               | 0.802 |
| PEOU1                      | 0.897   | 0.000   |                  |                    |      |
| PEOU2                      | 0.887   | 0.000   |                  |                    |      |
| PEOU3                      | 0.920   | 0.000   |                  |                    |      |
Measurement model validity is evaluated by assessing convergent validity and discriminant validity. Henseler et al. (2009, p. 299) argued that convergent validity is established when “a set of indicators represents one and the same underlying construct”. The convergent validity was assessed using the average variance extracted (AVE) and factor loadings. The AVE should be at least 0.50 and above (Hair, Hult, et al., 2017; Henseler et al., 2015). Additionally, the loadings of all measurement items (i.e. indicators) should be 0.50 or above on their hypothesized construct and they should be significant (p < 0.05) (Hair, Hollingsworth, et al., 2017). These two criteria have been fulfilled as shown in Table 3.

Discriminant validity refers to “the extent to which a construct is empirically distinct from other constructs in the path model” (Sarstedt et al., 2014, p. 108), and can be assessed by the Heterotrait-Monotrait (HTMT) criterion as recommended by Henseler et al. (2015). Using a Monte Carlo simulation study, Henseler et al. (2015) found that HTMT is able to achieve higher specificity and sensitivity rates (97% to 99%) compared to Fornell-Lacker (20.82%) criterion, the most commonly used method to assess discriminant validity. The results shown in Table 4 demonstrate that all the HTMT values were lower than the recommended threshold 0.90 (e.g. Alam et al., 2020; Hair, Hollingsworth, et al. 2017; Teo et al., 2008; Voorhees et al., 2016). Hence, the criterion for discriminant validity was achieved.
Table 4. Heterotrait-Monotrait ratio (HTMT) test

<table>
<thead>
<tr>
<th></th>
<th>AoA</th>
<th>BI</th>
<th>PC</th>
<th>PEOU</th>
<th>PS</th>
<th>PU</th>
<th>TR</th>
</tr>
</thead>
<tbody>
<tr>
<td>AoA</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>BI</td>
<td>0.857</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>PC</td>
<td>0.836</td>
<td>0.735</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>PEOU</td>
<td>0.653</td>
<td>0.682</td>
<td>0.696</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>PS</td>
<td>0.686</td>
<td>0.729</td>
<td>0.592</td>
<td>0.614</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>PU</td>
<td>0.669</td>
<td>0.685</td>
<td>0.617</td>
<td>0.526</td>
<td>0.699</td>
<td></td>
<td></td>
</tr>
<tr>
<td>TR</td>
<td>0.820</td>
<td>0.780</td>
<td>0.755</td>
<td>0.650</td>
<td>0.663</td>
<td>0.567</td>
<td></td>
</tr>
</tbody>
</table>

Structural model assessment

After ensuring the reliability and validity of the measurement model, the structure model is then assessed (Hair, Hollingsworth, et al., 2017; Henseler et al., 2009, 2015). As suggested in SEM literature (e.g., Chin, 2010; Hair, Hollingsworth, et al., 2017; Hair, Hult, et al., 2017; Henseler et al., 2009, 2015; Rabaa’i, 2017a), the assessment of the structural model entails: estimates for path coefficients (β), determination of coefficient (R²), predictive relevance (Q²) and estimates for total effects (f²) and (q²).

The first step in assessing the structural model, using PLS, should be based on the path coefficient’s (“β”) direction algebraic sign, magnitude and significance (e.g., Chin, 2010; Hair, Hult, et al., 2017; Henseler et al., 2009). In PLS, the individual path coefficients of the structural model can be interpreted as standardized beta coefficients of ordinary least squares regressions (Henseler et al., 2009). Path coefficients should exceed 0.100 to account for a certain impact within the structural model (Urbach and Ahlemann, 2010). Furthermore, path coefficients should be significant at least at the 0.050 level (Henseler et al., 2009; Urbach and Ahlemann, 2010). A bootstrapping method with 5,000 samples was employed to examine the significance levels of path coefficients (Hair, Hollingsworth, et al., 2017; Hair, Hult, et al., 2017). Table 5 presents the path coefficient, t-statistics and p-values for the proposed hypothesis. The path coefficient provides the significance of the hypothesized relations connecting the constructs. Table 5 reveals that hypotheses H1, H2, H3, H4, and H6 were supported, whereas H5 was not.

Table 5. Hypotheses’ path coefficients, t-statistics, and p-values

<table>
<thead>
<tr>
<th>Hypothesis No.</th>
<th>Path coefficient</th>
<th>t-statistics</th>
<th>p-values</th>
<th>Supported</th>
</tr>
</thead>
<tbody>
<tr>
<td>PU → BI</td>
<td>H1</td>
<td>0.132</td>
<td>2.092</td>
<td>0.036</td>
</tr>
<tr>
<td>PEOU → BI</td>
<td>H2</td>
<td>0.141</td>
<td>2.737</td>
<td>0.006</td>
</tr>
<tr>
<td>PS → BI</td>
<td>H3</td>
<td>0.173</td>
<td>3.090</td>
<td>0.002</td>
</tr>
<tr>
<td>TR → BI</td>
<td>H4</td>
<td>0.159</td>
<td>2.527</td>
<td>0.012</td>
</tr>
<tr>
<td>PC → BI</td>
<td>H5</td>
<td>-0.027</td>
<td>0.477</td>
<td>0.633</td>
</tr>
<tr>
<td>AoA → BI</td>
<td>H6</td>
<td>-0.372</td>
<td>5.227</td>
<td>0.000</td>
</tr>
</tbody>
</table>

In PLS, R² values represent “the amount of variance in the construct in question that is explained by the model” (Chin, 2010, p. 674). As seen in Figure 3, the research model was also able to predict a large portion of variance in the behavioral intention with a R² value of 0.705.
Predictive relevance ($R^2$) values were also assessed by running a blindfolding procedure and calculated using the cross-validated redundancy approach. The findings show that the predictive relevance ($R^2$) for the behavioral intention to adopt smartwatch m-payment (0.591) is larger than zero as suggested by Chin (2010), Fornell and Cha (1994) and Hair et al. (2014). This indicates that the model has a significant predictive relevance.

As described by Hair et al. (2012), effect size $f^2$ “considers the relative impact of a particular exogenous latent variable on an endogenous latent variable by means of changes in the $R^2$”. Similar to the effect size $f^2$, effect size $q^2$ shows an exogenous variable’s contribution to an endogenous variable’s $Q^2$ value (Hair et al., 2012). Cohen (1988) suggested that $f^2$ effect sizes of 0.02, 0.15, and 0.35 are termed small, medium, and large, respectively. However, Aguinis et al. (2005), based on a 30 year review, has shown that the average effect size in tests of moderation is only 0.009. As such, Kenny (2018) argued that a more realistic standard for effect sizes might be 0.005, 0.01, and 0.025 for small, medium, and large, respectively. The author stated that these values are “optimistic” given Aguinis et al.’s (2005) review. Table 6 shows the effect sizes’ results. While, for example, the effect size $f^2$ of perceived usefulness (PU) on behavioral intention is large (0.028), its effect size $q^2$ (i.e. contribution on behavioral intention) (0.010) is considered medium, according to Kenny’s (2018) standard effect size.

### Table 6. Effect sizes

<table>
<thead>
<tr>
<th></th>
<th>$f^2$</th>
<th>$q^2$</th>
</tr>
</thead>
<tbody>
<tr>
<td>AoA</td>
<td>0.161</td>
<td>0.098</td>
</tr>
<tr>
<td>PC</td>
<td>0.001</td>
<td>-0.002</td>
</tr>
<tr>
<td>PEOU</td>
<td>0.035</td>
<td>0.017</td>
</tr>
<tr>
<td>PU</td>
<td>0.028</td>
<td>0.010</td>
</tr>
<tr>
<td>SEC</td>
<td>0.044</td>
<td>0.022</td>
</tr>
<tr>
<td>TR</td>
<td>0.037</td>
<td>0.020</td>
</tr>
</tbody>
</table>

The study extends the standard reporting of PLS-SEM by running the Importance-Performance Map Analysis (IPMA). The PLS-IPMA tests the total effect of an exogenous variable on a specific target endogenous variable (i.e. importance) with the averaged latent variable score of the exogenous construct (i.e. performance) (Hair, Hult, et al., 2017). This test aims at detecting an exogenous
variable that more effectively improved the value of the target endogenous variable (i.e. behavioral intention in this case) with its relatively high importance and low performance (Hock et al., 2010). As noted in Table 7, to predict users' behavioral intentions to adopt smartwatch m-payment, attractiveness of alternatives has the highest importance (0.472), followed by trust (0.189), perceived ease of use (0.181), perceived security (0.157), perceived usefulness (0.114), and perceived cost (0.037). Yet, in terms of the performance of these constructs to predict users’ behavioral intentions to adopt smartwatch m-payment, attractiveness of alternatives tops the list (86.204), followed by trust (84.792), perceived ease of use (84.513), perceived cost (78.246), perceived security (75.563), and perceived usefulness (72.032). These results imply that attractiveness of alternatives is the most important predictor of users’ behavioral intentions to adopt smartwatch m-payment and should be the highest priority.

Table 7. PLS-IPMA analysis for behavioral intention to adopt smartwatch m-payment

<table>
<thead>
<tr>
<th>Index value (importance)</th>
<th>Total effect</th>
<th>Index value (performance)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Attractiveness of alternatives</td>
<td>-0.472</td>
<td>86.204</td>
</tr>
<tr>
<td>Perceived cost</td>
<td>-0.037</td>
<td>78.426</td>
</tr>
<tr>
<td>Perceived ease of use</td>
<td>0.181</td>
<td>84.513</td>
</tr>
<tr>
<td>Perceived security</td>
<td>0.157</td>
<td>75.563</td>
</tr>
<tr>
<td>Perceived usefulness</td>
<td>0.114</td>
<td>72.032</td>
</tr>
<tr>
<td>Trust</td>
<td>0.189</td>
<td>84.792</td>
</tr>
</tbody>
</table>

Unlike covariance-based CB-SEM, such as AMOS, PLS does not provide the overall model-goodness-of-fit statistics. To address this issue, Hair, Hult, et al. (2017) and Henseler et al. (2015) suggested using the Standardized Root Mean Square Residual (SRMR) fit index. For the structural model, the SRMR fit index is 0.055 which is lower than the proposed threshold value of 0.08 (Hair, Hult, et al., 2017; Henseler et al., 2015). Additionally, as suggested by Hair, Hult, et al. (2017), the structural model was also assessed through the following measures: average path coefficient (APC), average R-squared (ARS), and average variance inflation factor (AVIF). Hair, Hult, et al. (2017) recommended that the values for both the APC and ARS be significant at least at the 0.05 level, whereas the AVIF should be lower than 5. Table 8 reveals that the model meets the recommended threshold values, suggesting that the data is a good fit with the proposed model.

Table 8. Inner model evaluation indices

<table>
<thead>
<tr>
<th>Average path coefficient (APC)</th>
<th>Average R-squared (ARS)</th>
<th>Average variance inflation factor (AVIF)</th>
<th>SRMR fit index</th>
</tr>
</thead>
<tbody>
<tr>
<td>0.167**</td>
<td>0.705***</td>
<td>3.75</td>
<td>0.055</td>
</tr>
</tbody>
</table>

Note: ** p<0.01, *** p<0.001

Gender Based PLS Multi Group Analysis (PLS-MGA)

Prior to conducting multigroup analysis (MGA), the measurement invariance of composite models (MICOM) should be considered (Henseler et al., 2016). The MICOM procedure contains three steps: Step 1, configural invariance; Step 2, compositional invariance; and Step 3, equality of means and variances (Henseler et al., 2016). Configural invariance requires that identical measurement items for all constructs in the model are specified across the groups of the population (King et al., 2017). Compositional invariance tests if each construct's scores are created equally across the groups in the population (Henseler et al., 2016), implying that the scores of a given construct calculated in one group, with weights estimated in that group, correlate perfectly with the scores of the construct calculated in the other group (King et al., 2017). Step 3 evaluates the equality of the constructs’ means and variances across all specified groups (Matthews, 2017). In this study, the MICOM process was performed with SmartPLS 3.2.9 software (Ringle et al., 2015), generated 5,000 permutations for each group: males and females.
The SmartPLS 3.2.9 software automatically established the configural invariance (Step 1) (Garson, 2016). As shown in Table 9, the compositional invariance (Step 2) has been fulfilled for all the constructs. This is evident based on the original correlations being greater than the 5% quantile correlations (shown in the 5% column) (Henseler et al., 2016; Matthews, 2017). That is, in all instances, the actual observed correlation between the construct scores in the compared groups was very high; as such, it was determined that compositional invariance was effectively established.

<table>
<thead>
<tr>
<th>Attractiveness of Alternatives</th>
<th>Original correlation</th>
<th>Correlation permutation mean</th>
<th>5%</th>
<th>Permutation p-values</th>
</tr>
</thead>
<tbody>
<tr>
<td>Behavioral Intention</td>
<td>0.999</td>
<td>0.999</td>
<td>0.998</td>
<td>0.349</td>
</tr>
<tr>
<td>Perceived Cost</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>0.110</td>
</tr>
<tr>
<td>Perceived Ease of Use</td>
<td>0.999</td>
<td>0.999</td>
<td>0.989</td>
<td>0.980</td>
</tr>
<tr>
<td>Perceived Security</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>0.192</td>
</tr>
<tr>
<td>Perceived Usefulness</td>
<td>1</td>
<td>1</td>
<td>1</td>
<td>0.160</td>
</tr>
<tr>
<td>Trust</td>
<td>1</td>
<td>0.999</td>
<td>0.997</td>
<td>0.628</td>
</tr>
</tbody>
</table>

Table 9. MICOM Step 2 results

In Step 3, the composites’ (i.e., constructs) equality of mean values and variances across the groups were assessed. For invariance to be established, the first column (mean original difference) must be a number that falls within the 95% confidence interval (Matthews, 2017). This is evaluated by comparing the mean original difference to the lower (2.5%) and upper (97.5%) boundaries shown in columns three and four (Matthews, 2017). Table 10 shows that all constructs pass this part of the test, thus providing initial evidence of invariance (i.e., the first part of Step 3).

<table>
<thead>
<tr>
<th>Attractiveness of Alternatives</th>
<th>Mean - Original difference (female - male)</th>
<th>Mean - Permutation mean difference (female - male)</th>
<th>2.5%</th>
<th>97.5%</th>
<th>Permutation p-Values</th>
</tr>
</thead>
<tbody>
<tr>
<td>Behavioral Intention</td>
<td>-0.067</td>
<td>0.000</td>
<td>-0.212</td>
<td>0.227</td>
<td>0.554</td>
</tr>
<tr>
<td>Perceived Cost</td>
<td>0.004</td>
<td>0.001</td>
<td>-0.216</td>
<td>0.235</td>
<td>0.970</td>
</tr>
<tr>
<td>Perceived Ease of Use</td>
<td>-0.209</td>
<td>-0.002</td>
<td>-0.213</td>
<td>0.227</td>
<td>0.067</td>
</tr>
<tr>
<td>Perceived Security</td>
<td>-0.185</td>
<td>-0.002</td>
<td>-0.218</td>
<td>0.224</td>
<td>0.096</td>
</tr>
<tr>
<td>Perceived Usefulness</td>
<td>-0.116</td>
<td>0.001</td>
<td>-0.220</td>
<td>0.213</td>
<td>0.318</td>
</tr>
<tr>
<td>Trust</td>
<td>-0.035</td>
<td>-0.001</td>
<td>-0.224</td>
<td>0.237</td>
<td>0.735</td>
</tr>
</tbody>
</table>

Table 10. MICOM Step 3 results - Part 1

The second part of the results for the MICOM Step 3 is presented in Table 11. Similar to Step 3 (part 1), the data in column one (variance original difference) must be a number that falls within the 95% confidence interval. Thus, the first column is again compared to the lower (2.5%) and upper (97.5%) confidence interval (Matthews, 2017). Table 11 shows that all constructs pass this part of the test, thus providing evidence of full measurement invariance (Henseler et al., 2016).
Table 11. MICOM Step 3 results - Part 2

<table>
<thead>
<tr>
<th></th>
<th>Variance - Original Difference (female - male)</th>
<th>Variance - Permutation Mean Difference (female - male)</th>
<th>2.5%</th>
<th>97.5%</th>
<th>Permutation p-Values</th>
</tr>
</thead>
<tbody>
<tr>
<td>Attractiveness of Alternatives</td>
<td>-0.088</td>
<td>-0.008</td>
<td>-0.536</td>
<td>0.527</td>
<td>0.747</td>
</tr>
<tr>
<td>Behavioral Intention</td>
<td>0.044</td>
<td>-0.005</td>
<td>-0.479</td>
<td>0.432</td>
<td>0.835</td>
</tr>
<tr>
<td>Perceived Cost</td>
<td>0.229</td>
<td>-0.008</td>
<td>-0.529</td>
<td>0.486</td>
<td>0.432</td>
</tr>
<tr>
<td>Perceived Ease of Use</td>
<td>0.547</td>
<td>-0.002</td>
<td>-0.637</td>
<td>0.601</td>
<td>0.093</td>
</tr>
<tr>
<td>Perceived Security</td>
<td>0.260</td>
<td>-0.005</td>
<td>-0.368</td>
<td>0.360</td>
<td>0.160</td>
</tr>
<tr>
<td>Perceived Usefulness</td>
<td>0.341</td>
<td>-0.014</td>
<td>-0.378</td>
<td>0.347</td>
<td>0.059</td>
</tr>
<tr>
<td>Trust</td>
<td>0.060</td>
<td>-0.010</td>
<td>-0.653</td>
<td>0.568</td>
<td>0.846</td>
</tr>
</tbody>
</table>

Since the results obtained in the MICOM procedure supported the “full measurement invariance” for the two groups of data, showing the pertinence of the MGA tests in this study, the MGA analysis was then performed to test the moderating role of gender on the hypotheses of the research model of this study, as gender is considered as a categorical variable (Hair et al., 2014). MGA tests whether predefined data groups have statistically significant differences in their group-specific parameter estimates (Alzahrani et al., 2018).

To ensure the solidity of the MGA results and given that the parametric approach fails to fit the distribution-free characteristics of the PLS-SEM method (Henseler, 2012; Henseler et al., 2009; Sarstedt et al., 2011), partial least squares multi-group analysis (PLS-MGA) was employed in this study. PLS-MGA is the most conventional method of testing significant differences (Sarstedt et al., 2011), uses a nonparametric significance test for the difference of group-specific results that builds on PLS-SEM bootstrapping results (Alam et al., 2020), and is implemented in SmartPLS as an extension of the original Henseler’s MGA method (Alzahrani et al., 2018). Consequently, following Hair et al.’s (2014) and Matthews’ (2017) recommendations, the model for each group was run separately using 5,000 bootstrapping samples. As can be seen in Table 12, the relationships between perceived ease of use and behavioral intention (PEOU → BI) as well as trust and behavioral intention (TR → BI) are significant for males and are not for females. The other relationships do not indicate a major difference between males and females.

Table 12. Bootstrapping results for males and females separately

<table>
<thead>
<tr>
<th></th>
<th>Female</th>
<th></th>
<th></th>
<th>Male</th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Path coefficients</td>
<td>t-Value</td>
<td>p-Value</td>
<td>supported</td>
<td>Path Coefficients</td>
<td>t-Value</td>
</tr>
<tr>
<td>AoA → BI</td>
<td>-0.461</td>
<td>4.478</td>
<td>0.000</td>
<td>Yes</td>
<td>-0.313</td>
<td>3.067</td>
</tr>
<tr>
<td>PC → BI</td>
<td>0.025</td>
<td>0.273</td>
<td>0.785</td>
<td>No</td>
<td>-0.055</td>
<td>0.731</td>
</tr>
<tr>
<td>PEOU → BI</td>
<td>0.133</td>
<td>1.785</td>
<td>0.074</td>
<td>No</td>
<td>0.144</td>
<td>2.159</td>
</tr>
<tr>
<td>PS → BI</td>
<td>0.187</td>
<td>2.212</td>
<td>0.027</td>
<td>Yes</td>
<td>0.200</td>
<td>2.755</td>
</tr>
<tr>
<td>PU → PE</td>
<td>0.079</td>
<td>0.831</td>
<td>0.406</td>
<td>No</td>
<td>0.146</td>
<td>1.860</td>
</tr>
<tr>
<td>TR → BI</td>
<td>0.151</td>
<td>1.308</td>
<td>0.191</td>
<td>No</td>
<td>0.155</td>
<td>2.093</td>
</tr>
</tbody>
</table>
PLS-MGA was then employed to investigate if the differences in the relationships between the two groups are significant. The results are depicted in Table 13.

<table>
<thead>
<tr>
<th>Path coefficients diff (male vs. female)</th>
<th>p-value original (male vs. female)</th>
<th>p-value new (male vs. female)</th>
<th>Probability of error level &lt; 0.05</th>
</tr>
</thead>
<tbody>
<tr>
<td>AoA → BI</td>
<td>-0.148</td>
<td>0.845</td>
<td>0.309</td>
</tr>
<tr>
<td>PC → BI</td>
<td>0.080</td>
<td>0.241</td>
<td>0.482</td>
</tr>
<tr>
<td>PEOU → BI</td>
<td>-0.011</td>
<td>0.552</td>
<td>0.896</td>
</tr>
<tr>
<td>PS → BI</td>
<td>-0.013</td>
<td>0.548</td>
<td>0.905</td>
</tr>
<tr>
<td>PU → BI</td>
<td>-0.067</td>
<td>0.707</td>
<td>0.586</td>
</tr>
<tr>
<td>TR → BI</td>
<td>-0.004</td>
<td>0.509</td>
<td>0.941</td>
</tr>
</tbody>
</table>

A result is significant at the 5% probability of error level if the p-value is smaller than 0.05 for a certain difference of group-specific path coefficients (Alam et al., 2020). Hence, based on the PLS-MGA results, it can be concluded that there are no statistically significant differences between males and females in their behavioral intentions to adopt wearable payments.

**DISCUSSIONS, THEORETICAL AND PRACTICAL CONTRIBUTIONS**

**DISCUSSIONS OF RESULTS**

The results of the hypotheses testing are displayed in Table 5. Based on the hypothesis test, the following relationships are supported: H1: PU → BI ($\beta = 0.132, p < 0.05$), H2: PEOU → BI ($\beta = 0.141, p < 0.01$), H3: PS → BI ($\beta = 0.173, p < 0.01$), H4: TR → BI ($\beta = 0.159, p < 0.05$), and H6: AoA → BI ($\beta = -0.372, p < 0.001$). However, H5: PC → BI ($\beta = -0.027, p = 0.633$) is not supported.

Perceived usefulness posed as a significant factor in this study, affecting users’ behavioral intention to adopt wearable payments. Several studies have found similar results in relation to this role of perceived usefulness in the context of smart wearable devices (Chuah et al., 2016), m-payments (e.g., Kalinić et al., 2019; Singh et al., 2020; Zhao et al., 2019) and wearable payments (Lee et al., 2020). This result highlights the significance of the cognitive and functional benefits of wearable payments from the customers’ perspective. Smart wearable devices have been developed to fulfill customers’ needs through one device in order to improve their performance (Gu et al., 2016; Park, 2020). Further, smart wearable devices have several attractive characteristics, such as mobility, flexibility, efficiency, ubiquity, convenience, and personalization, which distinguish them from traditional payment methods (Bölen, 2020; Lee et al., 2020). Hence, customers are more able to save time and effort in paying for different products or services. Additionally, this study’s findings demonstrate that users will have positive intentions to adopt wearable payments if they are perceived as easy to use. While this result contradicts the finding of Lee et al. (2020), in the context of wearable payments, it is consistent with several previous m-payments and smart wearable devices studies (e.g., Gupta & Arora, 2019; Park, 2020). This implies that users who perceive the effort required to learn and use wearable payment as low are more likely to adopt this payment method.

The empirical results of the current study confirm the significant role of perceived security in promoting users’ behavioral intention to adopt wearable payments. This finding is consistent with prior m-payment studies (e.g., Chawla & Joshi, 2019; Khalilzadeh et al., 2017; Liu et al., 2019; Sharma et al., 2019). This result implies that when users have high confidence toward the security features of wearable payments, they will be motivated to use this payment method. That is, since wearable payments’
transactions involve critical financial information, it is important to assure users that it is secure to conduct an electronic exchange using such technology. Hence, it is crucial to assure users of the security measures taken by wearable payments’ service providers. These assurances will influence users’ behavioral intention to use such a payment method (e.g., Hanafizadeh et al., 2014; Khalilzadeh et al., 2017).

The statistical analysis of this study demonstrates that user’s behavioral intention is significantly and positively influenced by trust. This finding confirmed the argument of Shao et al. (2019), who suggested that in an emerging country, like Kuwait, with relatively weaker institutional and legal environments, trust plays a salient role in shaping users’ behaviors. The result implies that our study’s respondents are influenced by trust due to the immature stage of the wearable payments in Kuwait and the high degree of uncertainty in such a payment method. As such, trust becomes an important factor for users to obtain confidence in an exchange partner (Zhou, 2012) and induce their behavioral intention (Hampshire, 2017) to adopt wearable payments. Similar finding is reported in prior m-payment studies (e.g., Hampshire, 2017; Kalinic et al., 2019a; Singh & Sinha, 2020).

Interestingly, the findings demonstrate that attractiveness of alternatives is the most important variable in predicting users’ behavioral intention to adopt wearable payments. This significant relationship between attractiveness of alternatives and behavioral intention was reported in previous studies (e.g., Amoroso & Magnier-Watanabe, 2012; Kim et al., 2011) including NFC-enabled m-payment (Pham & Ho, 2015). This implies that, when making decisions, customers do not only assess the value of the target service, but also its relative advantage in comparison with other alternatives (Thaler, 1985). In line with Pham and Ho’s (2015) argument, when making a payment decision, users will compare different payment methods and will not only consider cognitive factors as well as product-related factors (e.g., perceived usefulness, ease of use, trust, and perceived security) in making their choice. In fact, the vast majority of Kuwait population already has credit/debit cards, and cash is the most used payment methods in developing countries (Verkijika, 2020). Hence, established payments’ substitutes (e.g., cash and credit/debit cards) with strong network externalities may be an obstacle to wearable payments adoption (Pham & Ho, 2015).

The empirical results of this study failed to confirm the role of perceived cost in predicting behavioral intention to adopt wearable payments, contradicting this study’s hypothesis (H5) and prior existing m-payment studies (e.g., Phonthanukitithaworn et al., 2016b; Singh & Sinha, 2020; Sobti, 2019). Similar findings of a non-significant relationship between perceived cost and behavioral intention were reported by Tan et al. (2014) and Oliveira et al. (2016) in the use of NFC credit card payments and m-payments respectively. This implied that users’ behavioral intention to adopt wearable payments is largely predicted by the role of trust, perceived security, attractiveness of alternatives, and cognitive factors, such as perceived usefulness and ease of use, and is not shaped by financial and cost issues. These results can be interpreted by two perspectives. Firstly, as discussed in the study’s sample section, the vast majority of the current study participants are actual owners of smart wearable devices (i.e., they were able to afford buying such technology). Secondly, the use of wearable payments in Kuwait is free and banks do not charge any service fees to use this payment method. This implies that customers will not incur additional financial cost in using wearable payments in Kuwait.

Finally, the moderating role of gender was found to be insignificant in this study. This implies that behavioral intentions to adopt wearable payments of both genders followed the same patterns equally (Tan et al., 2014). As m-payment studies reported contradicting and inconsistent results (e.g., Khalilzadeh et al., 2017; Liébana-Cabanillas, Marinkovic, et al., 2018; Shao et al., 2019; Sobti, 2019), the moderating role of gender requires further investigation.

**Implications**

In terms of theoretical implications, the research model provided in this study may be useful for academics and scholars conducting further research into m-payments adoption, specifically in the
context of wearable payments, where studies are scarce and still in the nascent stage; hence, addressing the gap in existing literature. This study investigated influencing as well as inhibiting factors that influence users’ behavioral intention to adopt wearable payments and empirically demonstrated that behavioral intentions is mainly predicted by attractiveness of alternatives, perceived usefulness, perceived ease of use, perceived security, and trust, while the role of perceived cost was found to be insignificant. The current study also contributes to existing knowledge by validating the roles of attractiveness of alternatives, which in the context of m-payments was only examined in the context of NFC-based m-payments among Taiwanese consumers (Pham & Ho, 2015), and was never examined in the wearable payment context. This, in turn, provides a new dimension about a determinant factor considered by customers in predicting their behavioral intention to adopt wearable payments. Further, this study is the first to have specifically investigated wearable payments in the State of Kuwait; therefore, enriching Kuwaiti context literature. Scholars could use this study to compare and verify the results in other countries. Additionally, the research model of this study could also be used to investigate other m-payments methods, such as m-wallets and P2P. Finally, this study contributed to the existing knowledge by investigating the moderating role of gender.

There are four main practical implications of the current study. First, this study investigated different important factors, including perceived usefulness, perceived ease of use, perceived security, trust, and attractiveness of alternatives, which significantly influence users’ behavioral intention to adopt wearable payments. Therefore, smart wearable devices manufacturers and banks should focus their attention to any aspect relating to these factors to motivate customers to use these devices for payment purposes. Second, the study findings demonstrated that attractiveness of alternatives is the main inhibitors of wearable payments adoption. Hence, unless banks emphasized the main characteristics and uniqueness of wearable payments, users are unlikely to adopt them (Pham & Ho, 2015). Awareness and marketing campaigns should highlight the benefits of using wearable payments and what they can uniquely offer better than established substitutes (Pham & Ho, 2015). Additionally, banks can offer financial incentives, loyalty programs and discounts when using wearable payments.

Third, this study draws attention to the importance of cognitive factors, such as perceived usefulness and ease of use, in inducing users’ behavioral intention to adopt wearable payments. As such, in the case of perceived usefulness, smart wearable devices manufacturers and banks should enhance the functionalities and features of these devices, expand on the financial services provided through them, and maintain the availability, performance, effectiveness, and efficiency of these tools 24/7. In relation to ease of use, smart wearable devices should be designed with an easy to use, high quality and customizable user interface (Alalwan, 2020). Further, attractive commercial videos that explain how to use smart wearable devices for payment purposes and increase users’ familiarity with different features of these devices would be of significance to promote users’ perceived ease of use of wearable payments. Also, online brochures and promotional campaigns, through television, newspapers and social media platforms (e.g., Facebook, Instagram, YouTube) must also promote the ease of use and usefulness of wearable payments by emphasizing the main benefits of using such payment method; like improved performance, efficiency, convenience, faster shopping, secured transactions, and easy to use, may capture consumers' attention, and enhance their behavioral intentions to adopt such a payment method (Liébana-Cabanillas, Marinkovic, et al., 2018).

Finally, the findings of this study demonstrated the influence of trust and perceived security in motivating users to adopt wearable payments. Hence, banks are advised to focus on a relationship based on trust, especially during the early stages of acceptance and adoption of wearable payments. Banks must assure users that wearable payments are reliable and that “promises and commitments are kept” (Shin, 2009, p. 1353). Banks must also ensure data protection, the availability of the services, the security of the platforms used for wearable payments and assure users that they can conduct different financial transactions effectively, efficiently, and securely using smart wearable devices. Further, certain type of trust certification, such as VeriSign or TRUSTe, could be implemented indicating that wearable payments have been verified by trusted organizations (Liébana-Cabanillas, Marinkovic, et al.,
2018). As security concerns can become an inhibitor to the adoption of wearable payments (Oliveira et al., 2016), manufacturers of smart wearable devices must ensure that these devices are free of errors, software bugs, and use advanced encryption as well as authentication methods, like fingerprint or biometrics identifications. Also, banks should emphasize that security measures are a priority in wearable payments and ensure that users are aware of such measures through marketing campaigns. These measures will enhance the security perceptions of wearable payments and users will perceive the service providers as trustworthy.

CONCLUSIONS, LIMITATIONS AND FUTURE RESEARCH

CONCLUSIONS
Studies on wearable payments are scarce. The current study is the first empirical study that investigates users’ behavioral intention to adopt wearable payments in Kuwait. The modified TAM was found to be a suitable theoretical foundation for the proposed conceptual model. The study extended TAM with important variables relevant to the wearable payment context, such as trust, security, perceived cost, and attractiveness of alternatives. Data was then analyzed using PLS-SEM and all of the research model variables were able to fulfill the main criteria of constructs reliability and validity. The findings revealed that attractiveness of alternatives is the most important factor influencing users’ behavioral intention to adopt wearable payments, and only perceived cost and the moderating effect of gender are the non-significant factors in this study. Further, the research model of this study was able to explain about 70.5% of the variance in behavioral intention. An in-depth discussion was presented regarding the adoption of wearable payments in Kuwait. Finally, theoretical as well as practical contributions of this study were discussed.

LIMITATIONS AND FUTURE RESEARCH
While the present research contributes to the literature on wearable payments, a number of limitations should be noted. Since the current study used a convenience sampling technique, the generalizability of the results is uncertain. Therefore, future research could apply random sampling techniques by extracting wearable payment users from banks’ databases. This study was conducted in Kuwait, a Middle Eastern rich country with well-advanced technology infrastructure. Kuwaiti citizens are well-educated and technology savvy (Rabaa‘i et al., 2015; Statista, 2021b, 2021c) compared to the citizens in many other developing countries and enjoy one of the highest Internet and mobile penetration levels in the world (KFAS, 2019; NBK, 2018). Future studies should investigate the proposed model in a cross-country and cross-cultural perspective with additional economic, environmental, and technological factors. Moreover, this study is cross-sectional, which captures users’ responses at one point in time and cannot explain how users’ perception could change over time. Hence, future research may conduct a longitudinal study to explain how temporal changes and usage experience affect users’ behavioral intentions to adopt wearable payments. While this study investigated the moderating role of gender and found no statistical differences between males and females, the study did not consider other moderating factors such as age, monthly income, and usage experience. Future studies could investigate these factors to enhance the current understanding of the main moderating variables that support or inhibit the use of wearable payments. Finally, while this study included both influencing factors (perceived usefulness, perceived ease of use, perceived security, and trust) and inhibiting factors (perceived cost and attractiveness of alternatives) in the research model, other factors such as social influence, perceived compatibility, personal innovativeness, mobility, and customization could be considered in future research.
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